
PROTECTEUR DE DONNÉS USB
CHARGEZ EN TOUTE SÉCURITÉ - PROTÉGEZ VOS DONNÉES

Protecteur de données USB en ABS 
pour éviter les échanges de données 
accidentels lorsque vous branchez votre 
appareil mobile à votre ordinateur ou 
à une station de recharge publique. Il 
bloque tout transfert de données entre 
les deux appareils tout en garantissant 
que l’appareil est toujours en cours de 
chargement. 
Cela empêche le vol de données de 
votre appareil ou l’installation de logiciels 
malveillants sur celui-ci. Le protecteur 
de données USB est compatible avec 
tous les appareils mobiles (iOS Android, 
Windows) et fonctionne sur tous les 
ports USB.

POURQUOI EN AVEZ-VOUS BESOIN ?

JUICE JACKING
Un type de cyberattaque impliquant un 

port de chargement qui sert aussi de 

données de connexion, généralement 

par USB. Cela implique souvent soit 

d’installerdes logiciels malveillants ou la 

copie clandestine de données sensibles 

d’un smart phone, d’une tablette, 

ou tout autre dispositif informatique.

VIRUS
Un logiciel conçu pour causer 

des dommages intentionnel à un 

ordinateur, à un serveur,  ou à un réseau 

informatique. Celui-ci peut être installé 

par échange de données lorsque votre 

appareil est branché sur le téléphone de 

quelqu’un d’autre, un ordinateur ou une 

station de recharge publique.

LA SOLUTION BADUSB
Un pirate prendra un USB ordinaire 

qui contient un petit microprocesseur, 

pour manipuler un micrologiciel 

(qui est en fait une petit système 

pour que le microcontrôleur fonctionne) 

et l’infecter avec des virus.

OÙ EN AVEZ-VOUS BESOIN ?

ZONES DE CHARGEMENTS 
PUBLICS

LES AÉROPORTS, AVIONS, 
TRAINS ET HÔTELS 

CONNECTÉS À D’AUTRES 
ORDINATEURS OU AU BUREAU 


